
 
 

 

 

 

 

 

 

 
 

คู่มือการใช้งานระบบ ThaiCERT  

ผู้ประสานงานมาตรา 46 (สำหรับหน่วยงาน) 

สำนักงานคณะกรรมการการรักษาความมั่นคงปลอดภัยไซเบอร์แห่งชาติ 

 
 

 

 

 

 



 
 

คู ่ม ือการใช้งานระบบ ThaiCERT ผู ้ประสานงานมาตรา 46 (สำหรับหน่วยงาน) มีว ัตถุประสงค์  
เพื ่อให้หน่วยงานดำเนินการจัดการอัพเดทข้อมูลผู ้ประสานงานของหน่วยงานตนเองผ่านระบบ ThaiCERT 
ได้โดยมีขั้นตอนการดำเนินการดังนี้ 

 
การสมัครเข้าใช้งาน ผู้ประสาน 

1. ทางหน่วยงานต้องดำเนินการส่ง “หนังสือแจ้งรายชื ่อเจ้าหน้าที ่ระดับบริหารและระดับปฏิบัติการ 
เพื่อประสานงานด้านการรักษาความมั่นคงปลอดภัยไซเบอร์ ของหน่วยงานรัฐ หน่วยงานควบคุมหรือ
กำกับดูแล และหน่วยงานโครงสร้างพื้นฐานสำคัญทางสารสนเทศ มาตรา 46” ถึงจะสามารถทำการ
ลงทะเบียน ยืนยันตัวตนได้ (Authentication) **สามารถดาวน์โหลดเอกสารได้ผ ่านทางลิงก์  
https://dg.th/swnvlx2bqu แบบฟอร์มแจ้งรายชื่อเจ้าหน้าที่ระดับบริหารและระดับปฏิบัติการ** 

2. หน่วยงานที่ส่ง “หนังสือแจ้งรายชื ่อเจ้าหน้าที ่ระดับบริหารและระดับปฏิบัติการ เพื ่อประสานงาน  
ด้านการรักษาความมั่นคงปลอดภัยไซเบอร์ ของหน่วยงานรัฐ หน่วยงานควบคุมหรือกำกับดูแล และ
หน ่วยงานโครงสร ้างพ ื ้นฐานสำค ัญทางสารสนเทศ มาตรา 46” แล ้วให ้ดำเน ินการกดล ิงค์  
https://coordinator.ncsa.or.th/ 
 

 
 กด “สมัครสมาชิกเข้าใช้งาน” 



 
 

3. กรอกข้อมูลให้ตรงกับ “หนังสือแจ้งรายชื่อเจ้าหน้าที่ระดับบริหารและระดับปฏิบัติการ เพื่อประสานงาน
ด้านการรักษาความมั ่นคงปลอดภัยไซเบอร์ ของหน่วยงานรัฐ หน่วยงานควบคุมหรือกำกับดูแล  
และหน่วยงานโครงสร้างพื ้นฐานสำคัญทางสารสนเทศ มาตรา 46” ที ่ส ่งมาให้กับทาง thaicert  
เช่น ชื่อ-นามสกุล อีเมล เบอร์โทร ต้องกรอกข้อมูลในส่วนที่มี * สีแดง ให้ครบทุกช่อง 

 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

รหัสผ่านต้องมีตัวเลขและตัวอักษรอย่างน้อย 1 ตัว 
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3.1 หน่วยงานที่ยังไม่ได้ทำการเอกสารมาตรา 46 จะข้ึนหน้าต่างแจ้งว่า “ไม่สามารถลงทะเบียนผู้ประสานงานได้ 
เน ื ่องจากข้อมูลของท่านยังไม่ได้ร ับการร ับรอง กร ุณาติดต่อ thaicert@ncsa.or.th หรือ โทรศัพท์ 
02-114-3531 (ตลอด 24 ชั่วโมง)”  ต้องทำการยื่นเอกสารรายชื่อมาตรา 46 ถึงจะสามารถดำเนินการสมัคร 
เข้าใช้งานได้ ติดต่อขอแบบฟอร์ม 
 

 
 
 
3.2 หน่วยงานที่ได้ทำการเอกสารมาตรา 46 ได้รับสิทธิจากเจ้าหน้าที่ Thaicert เรียบร้อยแล้วจะเข้าสู่หน้าระบบ 
สารมารถเข้ามาแก้ไขข้อมูลรายชื่อหน่วยงานตนเอง และ รับข้อมูลการแจ้งเตือนช่องโหว่ทางไซเบอร์ของหน่วยงาน
ตนเองได ้

 
 
 
 
 
 
 
 



 
 

4. ระบบผู้ประสานงาน สำหรับผู้ประสานงาน กดที่ปุ่ม “การแจ้งเตือนช่องโหว่ทางไซเบอร์” 
 

 
 
 

 
 4.1 แสดงหน้า “ขอรับสิทธิ์การแจ้งเตือน” เลือกหน่วยงาน แล้วกดขอรับสิทธิ์การแจ้งเตือน 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
 

 4.2 หลังจากกดขอรับสิทธิ์แล้วรอทางเจ้าหน้าที่ Thaicert กดอนุมัติสิทธิ์จะมีข้อความแจ้งส่งไปทางอีเมล 
 

 
 

 
 
 4.3 หลังจากได้รับอีเมล ยืนยันการเป็นผู้รับการแจ้งเตือน แล้วให้กดที่คำว่า “ที่นี่” เพื่อยืนยันการเป็น
ผู้ดูแลลระบบของหน่วย 

 
 
 
 



 
 

 4.4 ตรวจสอบข้อมูล ชื่อหน่วยงาน ชื่อ-นามสกุล เมื่อตรวจสอบแล้วถูกต้องให้กด “ยืนยัน” 

 
 
 
 4.5 กดยืนยัน จะแสดงขึ้นคำว่า “บันทึกข้อมูลสำเร็จ” 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
 

 4.6 ยืนยันการเป็นผู ้ดูแลลระบบของหน่วย เรียบร้อยแล้วสามารถรับข้อมูลเอกสารแจ้งเตือนและ  
ตอบกลับ ผ่านระบบ Thaicert ได ้
 

 
 
 
 4.7 การตอบกลับเอกสารแจ้งเตือน เลือกเรื่องที่ขึ้นสถานะ “รอการตอบกลับ” เพ่ือเข้าไปดำเนินการตอบ
กลับ ในแต่ละเรื่องจะมีหัวข้ออธิบายสั้นๆ ดังนี้ 

• หัวข้อแจ้งเตือนท่ีโดน เช่น ช่องโหว่เว็บไซต์, การโจมตีเว็บไซต์, แอบอ้างการโจมตี เป็นต้น 

• ชื่อหน่วยงาน 

• วันที่ส่ง 

• สถานะ 
 

 



 
 

 4.8 เลือกเคสแจ้งเตือนที่ข้ึนสถานะ “รอการตอบกลับ” จะแสดงหน้า “ข้อมูลการแจ้งเตือน” มีข้อมูลดังนี้ 

• เรื่องที่แจ้ง 

• ชื่อหน่วยงาน 

• วันที่ตรวจพบ 

• แจ้งเตือนเมื่อ 

• รายละเอียด (รายละเอียดแจ้งเตือนที่ทาง thaicert แจ้ง) 

• เอกสารแนบ/ภายถ่าย/วิดิโอ 

• การตอบกลับ 

• รายละเอียด (สำหรับตอบกลับ) 

• คำแนะนำการให้บริการข้อมูลและวิธีการแก้ไขปัญหา 

• หนังสือแจ้งเตือน 
 

 
 
 
 
 
 
 
 
 
 
 



 
 

 4.9 กดท่ีปุ่ม “แก้ไข” เพ่ือดำเนินการตอบกลับเอกสารแจ้งเตือนที่ได้รับ กรอกข้อมูลในส่วนที่เป็น *แดง  

• เอกสารแนบ / ภาพถ่าย / วิดีโอ 
สำหรับดูเอกสารแนบรายละเอียดเอกสารแจ้งเตือน 

• การตอบกลับ สามารถกดติ๊กในหัวข้อที่มีให้ดังนี้ 
ได้รับข้อมูลการแจ้งเตือนการตรวจพบช่องโหว่แล้ว 
ปฏิเสธการตรวจพบช่องโหว่ 

• รายละเอียด กรอกข้อมูลรับทราบเอกสารแจ้งเตือน หรือ ปฏิเสธ พร้อมระบุเหตุผล 

• หนังสือแจ้งเตือน เป็นหนังสือแจ้งเตือนท่ีทาง สกมช. เรียนถึงหน่วยงานลงนามโดย ลธ.สกมช. 
แจ้งเพ่ือรับทราบและดำเนินการในส่วนที่เกี่ยวข้องถึงเหตุการณ์ภัยคุกคามทางไซเบอร์ 

 

 
 
 
 
 
 
 
 
 
 
 



 
 

 4.10 หน้า “รายงานการแก้ไข” 

• ผู้รายงานการแก้ไข ระบุชื่อผู้รายงานการแก้ไข 

• วันเวลาแจ้งผลการแก้ไข 

• ผลการแก้ไข (สิ้นสุดแล้ว/ปัญหายังไม่ได้รับการแก้ไข) 

• หมายเหตุ หรือรายละเอียดการแก้ไข 

• ผู้ทำการติดตาม (เจ้าหน้าที่ HelpDesk ทาง สกมช. ลงชื่อเพ่ือรับทราบข้อมูลที่หน่วยงานตอบกลับ) 

• วันเวลาที่ติดตาม (เจ้าหน้าที่ HelpDesk ทาง สกมช. ลงวันเวลาเพ่ือรับทราบข้อมูลที่หน่วยงานตอบกลับ) 

• ไฟล์เอกสารการแก้ไข (ทางหน่วยงานแนบเอกสาร แบบรายงานภัยคุกคามทางไซเบอร์ ก1) 

• ตกลง เมื่อดำเนินกรอกข้อมูลทั้งหมดแล้วให้กด “ตกลง” จะมีหน้าต่างข้อความขึ้นว่า “ส่งข้อมูล
เรียบร้อยแล้ว” 

 

 
 
 
 
 
 
 
 
 
 
 



 
 

5. สำหรับผู้ประสานงาน (ดูแลระบบ) 
ใช้สำหรับอัพเดทข้อมูล “รายชื่อเจ้าหน้าที่ระดับบริหารและระดับปฏิบัติการ เพ่ือประสานงานด้านการรักษาความ
มั่นคงปลอดภัยไซเบอร์ ของหน่วยงานรัฐ หน่วยงานควบคุมหรือกำกับดูแลและหน่วยงานโครงสร้างพื้นฐานสำคัญ
ทางสารสนเทศ มาตรา 46”  
 

 
 
 
 5.1 กดเข้าใช้งานที่ “หน่วยงานผู้ประสาน” ใช้สำหรับแก้ไขข้อมูลของหน่วย เช่น 

• รายชื่อระดับผู้บริหาร 

• รายชื่อระดับปฏิบัติการ 

• เรียน (ใช้สำหรับระบุตำแหน่งผู้บริหารในเอกสาร) 

• ที่อยู่ในจัดส่งเอกสาร 

 

 



 
 

 5.2 หน้าระบบภายในของ “หน่วยงานผู้ประสาน” สามารถทำการกรอกข้อมูล และ ปรับแก้ไขข้อมูล
หน่วยงานของตนเองได้ หัวข้อที่เป็น *แดง บังคับในการกรอกทั้งหมดถึงจะดำเนินการบันทึกได้ หัวข้อที่จำเป็น 
ต้องกรอกมีดังนี ้

• ชื่อหน่วยงาน 

• ที่อยู่ 

• ประเภทหน่วยงาน 

• กลุ่มผู้ประสาน 

• เรียน 

• ที่อยู่ในจัดส่งเอกสาร 
 

 
 
 5.3 การเพ่ิมรายชื่อระดับผู้บริหาร ระดับปฏิบัติการ และ เจ้าหน้าที่งานสารบรรณ มีการแบ่งแยกตาม
ประเภท สามารถเพ่ิมรายชื่อได้โดยการกดไปที่ปุ่ม “เพ่ิม” 

 

 



 
 

 5.4 กดปุ ่ม “เพิ ่ม” จะมีหน้าต่างเด้งขึ ้นมาให้กรอกข้อมูลสามารถกดเพิ ่มลบ และ อัพเดทข้อมูล 
ของเจ้าหน้าทีแ่ต่ละคนได ้

 

 

 5.5 ผู้ใช้งานหน่วยงาน ใช้สำหรับสร้างบัญชีเข้าใช้งานระบบ thaicert ให้เจ้าหน้าที่หน่วยงานที่ต้องเข้า 
ใช้งานในส่วนของ “การแจ้งเตือนช่องโหว่ทางไซเบอร์” และ “หน่วยงานผู้ประสานงาน” 

 

 

 

 

 

 

 



 
 

 5.6 หน้าระบบภายในของ “ผู้ใช้งานหน่วยงาน” สามารถทำการสร้างบัญชีผู ้ใช้งานของหน่วยงานได้ 
โดยกดไปที่ปุ่ม “เพ่ิม” 

 

 

 

 5.7 กดท่ีปุ่ม “เพ่ิม” จะแสดงหน้าให้ใส่ข้อมูล หัวข้อที่เป็น *แดง บังคับในการกรอกทั้งหมด และ กดไปที่
สถานะการใช้งานเปิดให้เป็น “สีเขียว”  ถึงจะดำเนินการบันทึกและเข้าใช้งานได้ 

 


